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Director, Private and Out-of-State Postsecondary Education 
SylviaRosaCasanova@schev.edu 

 
Most Recent Review/Action:   

  No previous Council review/action  
  Previous review/action  

  Date:        
  Action:   
 
Background Information/Summary of Major Elements:  This agenda item 
concludes an administrative process instituted by SCHEV with reference to “Security 
University” (SU), a career-technical postsecondary instititon offering training in 
computer and network security.  SCHEV staff sought revocation of SU’s certificate to 
operate in Virginia.  However, the decision rendered by the hearing officer in this 
case recommends action short of revocation.  Below is information on SU’s history in 
Virginia and staff’s recommendation for Council action.   
 
I.  Security University (SU) timeline/history in Virginia: 
 

A. In relationship to SCHEV 
• 1999-2006:  SU operates in Virginia without certification. 
• April 28, 2006: SU becomes certified to operate in Virginia. 
• September 20, 2011:  SCHEV conducts its first audit of SU.  The 

institution was found to have one item of non-compliance and an item of 
concern. 

• January 30-31, 2014:  SCHEV conducts its second audit of SU. The 
institution was found to have seven items of non-compliance and one item 
of concern.  SCHEV staff initiates process to revoke SU’s certificate to 
operate:  items of non-compliance indicate (a) a pattern of misleading 
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practices and (b) persistent inability to maintain compliance with Virginia 
regulation and other forms of external oversight. 

• May 1, 2014:  In accordance with the Virginia Administrative Process Act 
(APA), an informal fact-finding conference (IFF) was held, presided over 
by Dr. DeFilippo.  After examining information provided at the IFF, Dr. 
DeFilippo determined that there was sufficient cause to proceed with 
revocation. 

• December 10, 2015:  In accord with the APA, a formal hearing—presided 
over by an officer appointed by the Supreme Court of Virginia—was held.  
The hearing officer was obliged to submit his decision within 90 days, i.e. 
by March 10, 2015.  The decision was submitted by email on March 10, 
2015, at 5:29 PM. 

• Documentation: 
o Appendix A:  Letter from Peter Blake, Director of SCHEV, to Ms. 

Sondra Schneider, CEO of Security University.  Date: March 14, 
2014. 

o Appendix B: SCHEV Report on January 30-31, 2014 Audit of 
Security University.  Date: March 14, 2014. 

o Appendix C:  “SCHEV’s Response to Security University’s 
Opposition to March 14, 2014 Audit,”  Assistant Attorney General 
Mike F. Melis.  Date: December 5, 2014. 

o Appendix D:  Hearing Officer’s “Findings of Fact, Conclusions, 
Decision and Recommendation.”  Date: March 10, 2015. 

 
B.  In relationship to the Virginia Department of Veterans Services (DVS) 

• Prior to 2013:  SU receives approval to provide training certification to 
Veterans using their GI bill benefits. 

• August 2, 2013: DVS removes SU’s approval to provide veterans training 
certification, effective July 3, 2013.   

• Documentation: 
o Appendix E:  Letter from Ms. Annie Wallker, Director of the Virginia 

Department of Veterans Services to the U.S. Department of 
Veterans Affairs, revoking Securty University’s approval to certify 
veterans’ training.  Date: August 2, 2013. 

 
C.  In relationship to the Accrediting Council for Continuing Education and 
Training (ACCET) 

• April, 2011:  SU is granted accreditation by ACCET for a three-year term. 
• August 21, 2014:  ACCET notifies SU that it is moving to revoke its 

accreditation, subject to the ACCET appeals process. 
• January 5, 2015:  ACCET notifies SU of the final revocation of its 

accreditation. 
• Documentation: 

o Appendix F:  Letter from Mr. William V. Larkin, Executive Director 
of the Accrediting Council for Continuing Education and Training 
(ACCET), to Ms. Schneider, conveying final revocation of Security 
University’s accreditation. 
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II. Staff Recommendation for Council Action 

A. The hearing officer has concluded that while SU is not in full compliance 
with Virginia regulation, SCHEV failed to prove that such non-compliance 
has been committed knowingly.  Please take note of the following 
passage from the hearing officer’s decision, pp. 19-20: 
 

Based on the evidence at the Hearing on December 10, 2014 and 
the documents submitted by the parties and admitted as part of 
the record, Securty University has clearly not developed systems 
of records that fully comply with the requirements of SCHEV and 
the cited regulations that formed the basis of SCHEV’s 
recommendation that Security University’s certificate to continue 
providing educational services should be revoked.  It is clear that 
Security University needs substantal assistance to make Security 
University fully in complaince with all Virginia Administartive Code 
requirements. 
 Significant to note, however, is that even if it were concluded 
that Security University failed to comply with the requirements as 
stated in the March 14, 2014 audit, the hearing officer found no 
basis to conclude the failure to comply was committed 
“Knowingly” but rather appears to have been based on a failure to 
take seriously the staff recommendations as specified in not only 
the 2014 audit, but also, the 2011 audit and the 2012 follow-up 
audit.  (emphasis added) 

 
The hearing officer states his final recommendation thusly:  “It is the 
recommendation of the hearing officer that Security University’s 
Certificate to Operate not be revoked, but that a lesser penalty be 
imposed” (p. 22). 
 

C. The hearing officer’s suggestion notwithstanding, there is no “lesser 
penalty” provided in code or regulation.  Council must either revoke or not 
revoke; if it does not revoke, it may establish conditions or actions for 
staff to follow to bring SU into compliance, but such conditions or actions 
should not have the character of a “penalty.”  Therefore, staff proposes a 
two-part approach to resolving this administrative action: (1) that SU’s 
certificate to operate not be revoked at this time; and (2) that SU be put 
on a monitoring program for two years to assist it to come into full 
compliance.  Accordingly, staff recommends that the Academic Affairs 
Committee adopt the following resolution and forward it to the full 
Council: 
 
BE IT RESOLVED  

(i) that Security University’s (SU’s) certificate to operate in 
Virginia not be revoked at this time; 

(ii) that SCHEV staff shall audit SU at approximate six month 
intervals through the period ending March 31, 2017; 
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(iii) that following the first three audits, SCHEV staff shall provide 
informational reports to SU with advice, if necessary, about 
how to come into compliance with Virginia regulation; 

(iv) that following the fourth and final audit, SCHEV staff shall 
prepare a Report of Audit that indicates (a) SU’s progress 
toward full compliance during the two-year monitoring 
period, and (b) SU’s final compliance status. 

 
 
Materials Provided:   
 

• Appendix A:  Letter from Peter Blake, Director of SCHEV, to Ms. Sondra 
Schneider, CEO of Security University.  Date: March 14, 2014. 

• Appendix B: SCHEV Report on January 30-31 Audit of Security 
University.  Date: March 14, 2014. 

• Appendix C:  “SCHEV’s Response to Security University’s Opposition to 
March 14, 2014, Audit,”  Assistant Attorney General Mike F. Melis.  Date: 
December 5, 2014. 

• Appendix D:  Hearing Officer’s “Findings of Fact, Conclusions, Decision 
and Recommendation.” Date: March 10, 2015. 

• Appendix E:  Letter from Ms. Annie Wallker, Director of the Virginia 
Department of Veterans Services to the U.S. Department of Veterans 
Affairs, revoking Securty University’s approval to certify veterans’ training, 
August 2, 2013. 

• Appendix F:  Letter from Mr. William V. Larkin, Executive Director of the 
Accrediting Council for Continuing Education and Training (ACCET), to 
Ms. Schneider, conveying final revocation of Security University’s 
accreditation. 

 
Financial Impact:  N/A 
 
Timetable for Further Review/Action:  If SU remains out of compliance at the end 
of the recommended monitoring period, i.e., March 31, 2017, revocation proceedings 
may be instituted at that time that could eventually necessitate Council action. 







STATE COUNCIL OF HIGHER EDUCATION FOR VIRGINIA 
 

Report of Audit  
Security University   

Audit Date: January 30-31, 2014  
 
Report Date: March 14, 2014 
 

ITEMS OF NON-COMPLIANCE 
 



1.  REFUND POLICY IN VIOLATION OF VIRGINIA REGULATION  
Repeat Violation 

 
8VAC 40-31-160(N) (1-13) 

The school shall establish a tuition refund policy and communicate it to students. 
The school shall provide a period of at least three business days, excluding 
weekends and holidays, during which a student applicant may cancel his 
enrollment without financial obligation other than a nonrefundable fee not to 
exceed $100. A student applicant may cancel, by written notice, his enrollment at 
any time prior to the first class day of the session for which application was 
made. When cancellation is requested under these circumstances, the school is 
required to refund all tuition paid by the student, less a maximum tuition fee of 
15% of the stated costs of the course or program or $100, whichever is less. 

The minimum refund policy for a school that financially obligates the student for 
the entire amount of tuition and fees for the entirety of a program or course shall 
be as follows: 

a. A student who enters the school but withdraws or is terminated during the 
first quartile (25%) of the program shall be entitled to a minimum refund 
amounting to 75% of the cost of the program. 

b. A student who withdraws or is terminated during the second quartile (more 
than 25% but less than 50%) of the program shall be entitled to a minimum 
refund amounting to 50% of the cost of the program. 

c. A student who withdraws or is terminated during the third quartile (more 
than 50% but less than 75%) of the program shall be entitled to a minimum 
refund amounting to 25% of the cost of the program. 

d. A student who withdraws after completing more than three quartiles (75%) 
of the program shall not be entitled to a refund. 

Finding: 

Security University provided the following three documents as part of the audit materials 
requested: 

 Student handbook 

 Catalog 

 Staff handbook 
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The student handbook is the only document that lists a compliant refund policy. It is SCHEV’s 
refund policy, verbatim as appears in the Virginia Administrative Code. It is in a different font 
than the rest of the student handbook. 

With one small difference, noted below, the other two documents list a refund policy that: 
a. Requires 20 business days notice prior to the start of class to receive a full refund 
b. Assesses a 25% cancellation fee if the student cancels less than 10 business days 

before the start of a class 
c. Assesses a 50% cancellation fee if the student cancels less than 5 business days before 

the start of a class 
d. Assesses a 100% no show fee if the student does not attend the class at all.  
e. Provides place in a future class of the same topic without additional fees if a student 

must withdraw due to a medical emergency. The option of a refund is not given. 
f. Provides the student with the opportunity to “request” a refund of 25% if he or she must 

leave prior to attending the third day of class. “No additional dollars will be refunded if 
they attended 3 days or greater.” (The faculty handbook states 75% of the class fee can 
be “requested”.) 

 

According to Virginia regulation, a student who withdraws from a program of 40 hours in length 
must be entitled to the following tuition refunds: 

  Time attended     Refund Due 
  Less than 10 hours    75% 
  10 hours but less than 20 hours  50% 
  20 hours but less than 30 hours  25% 
  30 hours or more    No Refund 

Furthermore, an applicant is entitled to a full refund prior to the first day of class, minus a 
maximum tuition fee of 15% or $100, whichever is less.  Security University’s non-compliant 
refund policy, however, penalizes a student applicant 50% of the tuition if he cancels less than 
five days prior to the start of class.   

The policy listed in the catalog and faculty handbook is in violation of Virginia regulation.  

 
This is a repeat violation. In the Report of Audit dated December 22, 2011, Security 
University   was cited for violating 8VAC40-31-160 (N). In a follow-up report dated April 
5, 2012, Security University  was notified that this item had not yet been corrected and 
was advised that repeat findings in future audits might lead to adverse administrative 
action including the suspension or revocation of the school’s Certificate to Operate, 
pursuant to 8 VAC 40-31-200. Security University’s failure to correct its refund policy 
after two written notifications constitutes flagrant disregard of Virginia regulation.  







2.  INSTITUTION DOES NOT FOLLOW ITS OWN ADMISSIONS POLICY 
 
8VAC 40-31-160 (D) 

The postsecondary school shall have, maintain, and provide to all applicants a 
policy document accurately defining the minimum requirements for eligibility for 
admission to the school.  
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Finding: 

For the audit, Security University provided a student handbook, a catalog, and a staff handbook 
for SCHEV staff review.  
 
The student registration and admissions policies listed in each of these documents are quoted 
below: 

 Student handbook (page 27)  
o All students are required to register online at the Security University website 

REGISTER ME tab (https:securityuniversity.net/reg.php.)  
o The student agrees to pay the Security University fees indicated and adhere to 

the Security University policies. 
o Provide validation of registration requirements- resume and background check or 

a letter from employer validating the employer has performed a background 
check on the registered student. 

o Effective February 11, 2011, students must provide evidence of 12 months of 
professional work in information technology and relevant TCP/IP or IT security 
certifications certificate. 

 Catalog (last page, unnumbered) 
o School’s Registration Requirements: Evidence of Security+ Certification or 12 

months professional work in information technology and relevant TCP/IP or IT 
security certifications you have attained.  

 Staff handbook (14th page from rear of handbook, unnumbered) 
o All students must register online at the Security University  website REGISTER 

ME tab (https:securityuniversity.net/reg.php.), the student agrees to pay the 
Security University fees indicated and adhere to the Security University policies 
and Provide validation of registration requirements- resume and background 
check or a letter from employer validating the employer has performed a 
background check on the registered student. Effective February 11, 2011, 
Security+ Certification or 12 months professional work in information technology 
and relevant TCP/IP or IT security certifications you have attained. 

 
During the audit, SCHEV staff requested to see the files that document each student’s eligibility 
for admission to the program he/she enrolled in as per the admissions/registration requirement. 
The school proprietor, Ms. Sondra Schneider, did not provide these documents. Ms. Schneider 
implausibly asserted that the stated admissions policies are only applicable to students who 
wish to enroll in the Q/ISP program and there are no admissions requirements for any other 
programs. Since all three documents state the same policy and logic dictates that enrollment in 
many of the programs offered by Security University requires a level of knowledge and 
experience in the field for successful completion, SCHEV concludes that Security University 
does not follow its own stated admissions policy and is therefore in violation of Virginia 
regulation.  





3. INSTITUTION DOES NOT MEET STANDARDS OF TRAINING IN THE FIELD 


8VAC 40-31-150 (C)(1) 

Courses of study conform to state, federal, trade, or manufacturing standards of 
training for the occupational fields in which such standards have been 
established or conform to recognized training practices in those fields. 
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Finding: 

Security University teaches courses billed as leading to certifications provided by external 
organizations. To meet recognized training practice for such programs, an institution must (a) 
provide training that is recognized by the certifying organization and (b) must ensure that 
students meet all eligibility requirements to sit for the exam once they have completed the 
program.  
 
Security University fails to meet standards of training in at least eleven of its program offerings, 
as listed in the table below. 
 

Certification Name Company providing 
certification 

Deficiency noted 

CWNA CWNP Security University  is not a  CWNP 
Authorized Learning Partner  
 
In its brochure, Security University 
asserts that taking a Q/WP & Q/WSP 
Bootcamp Class is “all you need to 
know to pass CWNA & CWSP exam.”  
Q/WP and Q/WSP are Security 
University’s own certifications and do 
not meet industry standards for 
CWNA recognized training.   

CWSP CWNP Security University  is not a  CWNP 
Authorized Learning Partner 
 
In its brochure, Security University 
asserts that taking a Q/WP & Q/WSP 
Bootcamp Class is “all you need to 
know to pass CWNA & CWSP exam.”  
Q/WP and Q/WSP are Security 
University’s own certifications and do 
not meet industry standards for 
CWSP recognized training.   

Certified Information 
Systems Security 
Professional  
With concentration in: 
Information Systems 
Security Architecture 
Professional (ISSAP) 
Concentration 
CISSP-ISSEP 

ISC² Security University is not listed as an 
(ISC)² Official Training Provider.  
 
 

Certified Information 
Systems Security 
Professional -CISSP 

ISC² Security University is not listed as an 
(ISC)² Official Training Provider.  
 
A minimum of five years of direct full-
time security work experience in two 
or more of domains of the (ISC)² 
CISSP CBK® is required for 
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candidates to sit for exam. By its own 
admission, Security University does 
not require proof of experience for 
enrollment. 

SSCP ISC² Security University is not listed as an 
(ISC)² Official Training Provider.  
 
For the SSCP certification, a 
candidate is required to have a 
minimum of one year of cumulative 
paid full-time work experience in one 
or more of the seven domains of the 
SSCP CBK to sit for exam. By its own 
admission, Security University does 
not require proof of experience for 
enrollment. 

Certified Ethical Hacker 
(CEH) 
 
Computer Hacking 
Forensic Investigation 
(CHFI) 
 
Licensed Penetration 
Tester (LPT) 
 

EC Council To be eligible to sit for the exam, 
candidate must (1) Attend official 
training; or (2) Have at least two years 
of information security related 
experience. By its own admission, 
Security University does not require 
proof of experience for enrollment. 
 
EC Council has confirmed that 
Security University is no longer an 
official training site. 
 
Security University calls its program 
“penetration tester license.” As 
licensure is not through EC Council, it 
is unclear which organization, if any, 
provides licensure. 

Certified Information 
Systems Auditor (CISA) 
 

ISACA A minimum of 5 years of professional 
information systems auditing, control 
or security work experience (as 
described in the CISA job practice 
areas) is required for certification. 
Substitutions and waivers of such 
experience, to a maximum of 3 years, 
may be obtained under certain 
circumstances. By its own admission, 
Security University  does not require 
proof of experience for enrollment. 

Certified Information 
Security Manager (CISM)  

ISACA A minimum of five years of information 
security work experience, with a 
minimum of three years of information 
security management work 
experience in three or more of the job 
practice areas. By its own admission, 

https://www.isc2.org/sscp/default.aspx


Security University 
Report of Audit 
Page 6 

 

Security University does not require 
proof of experience for enrollment. 

Cisco Certified Network 
Associate Wireless 
(CCNA Wireless) 

Cisco Prerequisites: Any valid Cisco 
CCENT, CCNA Routing and 
Switching or any CCIE certification 
and 1-3 years experience. By its own 
admission,  Security University  does 
not require proof of experience for 
enrollment 
 
Security University is not an 
authorized learning partner with 
Cisco; however, Cisco-approved 
training is recommended  but not 
required. 
 

 
Security University does not conform to recognized training practices for the programs listed 
above for three reasons:  

1) Security University is not recognized as a training provider by ISC², EC Council or 
CWNP.  

2) Security University, by its own admission, does not require students to provide proof of 
experience in the field prior to enrolling in these programs.  

3) Security University falsely claims that training for its own certifications will prepare 
students to pass certification exams by outside organizations that set their own 
certification standards  

 
Security University has continued to offer programs for which it is not officially recognized as a 
training provider by organizations that provide the certifications the programs are billed as 
leading toward. This practice violates 8VAC 40-31-150 (C)(1),and threatens to injure students 
who would be unable to sit for certification exams after attending Security University. 
 



 

4.  COURSE CATALOG CONTAINS FALSE, INACCURATE OR MISLEADING 
INFORMATION   


8VAC 40-31-160 (K)(2) 

All recruitment personnel must provide prospective students with current and 
accurate information on the school through the use of written and electronic 
materials. No school shall knowingly make any statement or representation that 
is false, inaccurate or misleading regarding the school. 

Finding: 

Security University’s catalog, brochure, student handbook, and staff handbook contain multiple 
instances of information that is false, inaccurate, and/or misleading. The following are examples 
of items that violate Virginia regulation: 
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1. Security University  Brochure 

a. Claim: “Advance your degree with Q/ISP IA CyberSecurity Graduate Certificate” 
Violation: Security University is a vocational school and is not authorized to 
operate as a degree granting institution in Virginia.  As such, it cannot offer 
“graduate certificates”.  This statement is false, inaccurate, and misleading. 

b. Claim: “Q/ISP Cybersecurity Graduate or Master Certificate”.  
Violation: This implies that Security University, a vocational school,  has the 
authority to confer graduate certificates.  This statement is false, inaccurate, and 
misleading.   

c. Claim: “No Classroom Needed”     
Violation: This implies that Security University has distance education classes; 
however, Ms. Sondra Schneider has repeatedly denied that the school provides 
any distance education. This statement is misleading.  

d. Claim: The brochure states that students who enroll in CISSP or COMPTIA 
Security+ courses have a 98% pass rate.       
Violation: Certification in CISSP or COMPTIA Security+ is granted by ISC² and 
COMPTIA respectively.  Security University, by its own admission, does not 
collect data on the pass rate of students taking certification exams given by an 
outside company. Therefore, there is no basis on which Security University can 
make this claim. This statement is false, inaccurate and misleading. 

e. Claim: Security University bills itself as a legitimate provider of CISSP training 
when in fact, it is not.  
Violation: In small print, the brochure states “CISSP is a registered trademark of 
(ISC)²” and “Security University CISSP classes are not endorsed, sponsored or 
delivered by (ISC)².” However, Security University uses the registered, 
recognized and trademarked name “CISSP” throughout its brochure, catalog and 
student handbook. This usage amounts to a claim that Security University is an 
authorized training provider for CISSP. A tiny print disclaimer in a footnote is not 
sufficient to protect students from taking a course that will not qualify them for the 
certification in question. 

 
2. Student Handbook 

a. Claim: Page 13: “That does not imply other University’s (sic) will automatically 
accept Security University credits or certs (sic).”   
Violation: Security University cannot award credits because it is not a degree 
granting institution. This statement is false, inaccurate and misleading. 

b. Claim: Pages 31-34:  Course listings state the number of “credits” earned for 
each course.   
Violation: Security University cannot award credits because it is not a degree 
granting institution. This statement is false, inaccurate and misleading. 

3. Staff Handbook 
a. Claim: Unnumbered page: “Credit Transfer Program: Our credit transfer program 

is a comprehensive academic review of your employees’ prior academic work to 
determine credit that can be applied towards degree programs. The program 
allows your employees to earn university credit for successful completion of 
courses and can significantly lessen the time and money to complete their 
program.”  
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b. Violation: This statement implies that Security University can award university 

credit. Security University is certified as a vocational-technical school and cannot 
award university credit. As a non-degree school, it is not competent to determine 
credit. This statement is false, inaccurate and misleading. 

4. Catalog, Brochure,  and Student Handbook 
a. Some programs Security University offers were created by Security University   

and it is stated that the “certification is maintained and granted Security 
University  Testing LLC.” The descriptions for these programs are misleading. 

i.  Security University certifications are all preceded by the word “Qualified” 
and are named very similarly to certifications offered by other companies 
such as EC Council and CWNP. This makes it very easy for potential 
students to confuse these programs with those offered by companies 
that are recognized as industry standards. Indeed, an executive from EC 
Council informed SCHEV, in an email, that they have “case examples 
where students have purchased this “Q/EH” course thinking they were 
purchasing the official, Government approved CEH Certification we own. 
Due to the nature of this organization, we have had no choice but to 
terminate all business dealings and affiliations.”   

ii. Security University uses misleading language to describe its own 
programs:  

(1) ”The Q/ISP certificate and related certifications provides THE only 
means of identifying and certifying “qualified persons. ” 

(2) Referring to the Q/ISP certification: “Earn the most valued set of 
security certification /licenses in the world”  

(3) “…thousands of companies and government agencies can trust 
the “Qualified” trustmark (sic).” 

 
The above are egregious examples of misrepresentations made by Security University. If 
intentional, these misrepresentations constitute knowing attempts to recruit students using 
deceptive practices. If unintentional, they are indicative of incompetence. In either case they 
constitute a massive collection of violations of Virginia regulation.   





 

5.  INSTITUTION DOES NOT MAINTAIN STUDENT RECORDS IN ACCORDANCE 
WITH  VIRGINIA REGULATION 


8VAC 40-31-160 (E)(2)(4) 

The postsecondary school shall maintain records on all enrolled students. These 
records shall include: 

A transcript of the student's academic or course work at the school, which shall 
be retained permanently in either hard copy forms or in an electronic database 
with backup. 

Finding: 

Security University could not provide student transcripts that included all courses the student 
had taken and the final outcome for each course. Furthermore, on page 11 of the student 
handbook, Security University states that student records are maintained for seven years and 
may be removed prior to that if the student’s “qualification expires,” which appears to be a 
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reference to Security University’s own certifications. A student is therefore required to continue 
taking courses offered by the school as a condition of Security University maintaining records of 
his academic work. Virginia requires that student transcripts be retained permanently, without 
qualification.     

Security University’s policy on records maintenance is in blatant violation of Virginia regulation, 
and appears to be a predatory practice intended to prolong students’ enrollment with Security 
University. 





 

6. INSTITUTION ADVERTISES PROGRAMS THAT DO NOT MEET STANDARDS 
FOR QUALITY, CONTENT AND LENGTH 


8VAC 40-31-150 (B) 

The course, program, curriculum and instruction must be of quality, content and 
length to adequately achieve the stated objective. 

Finding: 

Security University advertises two years of Unlimited Security Training for $11,000 (brochure) 
and one year of Security University classes for $11,000 (catalog). Neither of these is compliant 
with Virginia regulation. Such open ended agreements do not conform to quality, content and 
length of programs because they are ambiguous and cannot be quantified. Enrollment 
agreements must specifically detail the program name, costs, and dates of attendance so  
students know exactly what they are agreeing to and are obliged to pay for.   

This practice is particularly injurious to students who enroll and do not take more than one or 
two classes, given Security University’s non-compliant refund policy discussed above. 





 

 7.  INSTITUTION IS INTENTIONALLY AMBIGUOUS ABOUT ITS NON-DEGREE 
STATUS   


8VAC 40-31-10 (Definitions)   

"University" means any institution offering programs leading to degrees or degree 
credit beyond the baccalaureate level. 

Finding: 

The name “Security University ” is inaccurate since by definition, a university offers programs 
beyond the baccalaureate level and Security University is a career technical school and 
therefore is not authorized even to offer bachelor’s level credit. SCHEV admits that it committed 
an error when it allowed Security University to obtain certification using “university” in its name.  
The fact remains that the name “Security University” is not compliant with Virginia code and 
regulation, and also contradicts the generally accepted meaning of the term “university.” 
Security University intentionally blurs the lines between what they are (a non-degree vocational 
school) and what their name implies (a degree granting institution). As the review of their 
catalog, brochure, student handbook, and staff handbook clearly shows, Security University 
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uses terminology that is reserved for use by degree granting institutions. This indicates a lack of 
regard for representing itself accurately to current and potential students. 

 

 
ITEM OF CONCERN 

 
ACCREDITATION STATUS 



Security University is currently accredited by the Accrediting Council for Continuing Education 
and Training (ACCET) as an institution that provides avocational training. During a recent audit 
of Security University by ACCET, the school’s status as an avocational training provider was 
questioned by the accrediting agency. In a February 26, 2014 email, Ms. Schneider requested 
SCHEV to attest to ACCET that Security University’s programming is avocational. SCHEV 
responded as follows: 

Security University classes are not avocational. Avocational programs are 
intended solely for recreation, enjoyment, personal interest, or as a hobby. 
SCHEV does not certify institutions that provide only avocational programs. You 
are required to certify because you provide vocational training meant to prepare 
students for jobs/careers.  

As accreditation requirements for vocational training are more rigorous than those for 
avocational training, such misrepresentation would benefit Security University by precluding it 
from adhering to stricter accreditation guidelines. Security University’s representation to ACCET 
that it provides avocational training is deceptive. 





 

SCHEV AUDIT TEAM RECOMMENDATION 
 
Pursuant to 8VAC 40-31-200 (D), following an audit of a postsecondary institution certified to 
operate in Virginia, SCHEV staff shall prepare a report with recommendations. 
 
SUMMARY OF FINDINGS FROM THE AUDIT OF SECURITY UNIVERSITY CONDUCTED ON 

JANUARY 30-31, 2014 

1. The refund policy quoted in two of the three documents presented to SCHEV by Security 
University penalizes a student even before the class has officially begun. This is a clear 
violation of Virginia Administrative Code. SCHEV cited Security University for this same 
violation in its 2011 audit. 

2. Security University does not follow its own stated admissions policy. While Security 
University attempted to persuade SCHEV staff that its stated admissions policy was only 
applicable to one program, all three documents presented to SCHEV at the time of the 
audit state the same admissions policy and do not limit its application to a specific 
program. The claim by Security University that all three documents are wrong is 
unconvincing.    

3. Security University does not apply appropriate admissions requirements to students 
enrolling in courses that require experience in the field prior to sitting for certification 
exams. Security University’s negligence in verifying the student’s experience can result 
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in a student being ineligible to sit for a certification exam after paying for a course at 
Security University. This constitutes a breach of professional ethics. 

4. Security University continues to advertise that it teaches programs that require 
certification by outside companies (such as EC Council, ISC² and CWNP) although it is 
no longer an authorized training provider for those companies. This constitutes a breach 
of professional ethics. 

5. Security University’s catalogs, brochures, staff handbook and student handbook are 
riddled with falsehoods, inaccuracies and/or misleading statements. A reasonable 
reader’s perception of the school based solely on information provided in these 
documents would be far from the truth. The fact that Security University flagrantly 
misleads students is a violation of Virginia Administrative Code.  

6. Security University’s management of student records does not meet the standards 
required of institutions certified to operate in the Commonwealth of Virginia. Instead of 
maintaining records in the format required by entities operating as postsecondary 
schools, Security University treats the records as “business” records, and disposes of 
them if students do not maintain enrollment in Security University’s programs. Student 
academic records must be maintained in the form of a transcript, and must not ever be 
destroyed or disposed. Security University’s practices in these regards violate the 
Virginia Administrative Code.  

7. Security University’s advertised Unlimited Security Training at a cost of $11,000 is not 
compliant with Virginia regulation and does not conform to quality, content and length 
required of approved training. Enrollment in such a program will not provide students 
with adequate protections in the event of withdrawal. The offer of such training, neither 
approved nor vetted by SCHEV, is a predatory practice on the part of an institution that 
already unlawfully penalizes students for withdrawing from a class prior to its 
commencement.  

8. Security University’s ambiguity about its non-degree status in its brochure, catalog and 
student handbook appears to be a deliberate attempt to misrepresent itself to current 
and potential students. 

9. Security University has demonstrated a recent pattern of difficulty maintaining itself in 
good standing with external agencies. 

 On August 2, 2013, the Virginia Department of Veteran’s Services’ State 
Approving Agency for Veterans Education and Training (SAA) revoked Security 
University’s approval to offer training to veterans.  

 On August 22, 2013, ACCET issued an Institutional Show Cause based on three 
reasons: (1) the results of Security University’s review by SAA (2) the withdrawal 
of Security University’s approval to offer training to veterans, and (3) Security 
University’s offering of programs that were not approved ACCET.  

While adverse actions from the accrediting agency and the Department of Veteran’s 
Services are not in themselves violations of Virginia regulations governing 
postsecondary education, they are indicative of problems maintaining compliance with 
external standards of good practice and quality. The relevance of this inference is 
supported by the numerous findings detailed above in this report. 
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Final Recommendation 
 
Security University is in violation of multiple provisions of 8VAC 40-31 et. seq. designed to 
protect students from predatory institutions.  The violations identified above touch on some of 
the most fundamental provisions in the Code of Virginia and the Virginia Administrative Code 
related to minimal standards of academic quality and fair treatment of students. The number 
and kind of violations identified in this report document (a) a chronic pattern of misleading 
practices and (b) a chronic—and therefore apparently willful—inability to maintain compliance 
with Virginia regulation.  
 
SCHEV staff recommends that Council revoke Security University’s Certificate to Operate as a 
postsecondary institution in the Commonwealth of Virginia.  
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